PHLAN 9] QHISH A1 SI%t HOHpA

NCSC-TR050019




TAHLAN 9 OFAsH AHL-L 9

BMLAN EOt 7]

SMLAN 2Ot Fob
FMLAN = CHH

LM E

1990\ % v]=¢]

rok
I
(@,
*
2o
2

Zl3 AL mgchoi@etri.re kr

HHE A1) 3] (Federal Communi

cations Commission: FCC) 7} AFY « 78} - S| §&-(ISM
Industrial, Scientific and Medical) © 2 2.4GHz2] B]&|7}
T3S (Unlicensed Band)& &33to] 553 A4
U o]FAo] @75 AP AN FAAS AR

QT 59t o)) 1.6Mbpse] A< % (FHSS

HES
4 A2 ALK FAR AFe] ZAHRN TN

ZH}

7149] 4§87k ol Fol 5k,
$2] Yehe ojn] 2Alalo] BAH 0 R ALgH T gloy]
T} 59 2u], £A] Sk AgelA] ofm] LA
ABI27E AZE o] I} o] A &9 B5 g 4w

Ao} b k. 7k 3]
o143 AT HAI2 98] 74

A 1

o] ¥ i},

B AU BHe
A EYS AT A,
Ao] weke okaATE 2ol

www.ncsc.go.kr (45



v M FA WS EQlste] ol Bg-atal YA Hek BA7 AZE A0 W E Qo) F
< vl 3 A% (GAO)O] HE7HSE W aAfof| wh2w 24719] v] Ay T FA YEY T Hebd RS
HaHA] o2 7)3-2 97, A A @ Ae] Qe 713 1370, Hel ws T2 o] 9l V)

T 187 S0.7 ZAE T ZARE A E o 9= 67) G AEoA AR AT
oro Xdl A AR Q17bE A %9« Al A AFE S-S AR GAE DOl 221 7l
"I" ]Jr_]' L'”EHEL 71—;(]01_0:]]:]_ 3]_1 ]E]-_

-

Nl
2
29
_0|L
X

= %01]/‘15 =7h 3718 S A 24 e TR Bk Vs 9 Bl A 55 330

D o] g4 : fd HIESR A &l 7hsshA] o2 =e] 48] AelelA Il BlEe HIEY A A2
o] 7V53tH, -l MIEF A9 vt FA FE S BT,
2) A ol THEH A HRIE AAE F et flo] A FAYEAIE HA D = Siek
2

3) AN U EY T AFRo] Erbs3 Ao AT HAA EQ1E (Access Point: AP) 9k A1 %] 3

6e)

HE

4) & 1 oqe] 719 AP AR E F3l MIEQ A AR WSS €A &3 = 9ok

3} AU AF 2= [OE ]9 Zom dukg o7 BA A7l AP, 298 dAHIAZ
t}

-+

oz
o

FhE : 56 2} e} Aol ol QAEIIol A 715 Sastol MIEA A9 R AL A

==

2]
¢

AR E (Access Point) : 54134 9] 3{HE % o]dYl Alo] &3

S E5to] G479 ﬁﬂi}ﬂr o
of QHEUHE Fsod -4l W7ok SAIG AP #H32 20-500me] ™, 171¢] AP= 71

73 el mek =4 ) o) FARET|E A AET AP AR S GollM AR HH Y é
shel 574 ARgAte BAS S B ARR ¢ U 2ol B E Yls e AvlsAy

1_4

T

1

N> 12 of d

42

46) Monthly AolH] A F2]E|



BMLAN HO 7| S&F

ADSL, #Al°]& E = (Cable
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802.11 Security ‘

14

Wired LAN f/
| |
1 [I;En:] 802.11b 2ot A&
o R oEM
‘ﬁ' @rrnnnnnnnnnnnn) | —

WLAN Card

AFZ7} Q1= : SSID, MAC Filtering, WEP
HERZ AZE 71 & o : WEP
=z A WEP

[2! 5] 802.11b £t MH|A

7t. AF2XL 215
802.11bolA M EQ A9 H&3l = 54 ARAIE 5S4 s W2 [18 6] go] 457]&S
o] &3k b =} (T2l 7]7} o) SSID (Service Set Identifier) 2 ©]-4-8F B © 2 L= T}

AR, SSIDE o] &t #olct, o] WS [O7! 7]7} 2ol Al FE=olA APl HEA] Abdel &
Q& SSIDE o] &3t} QISA| HEEA] f-& 8k SSIDE ARg-alloFst Ql50] o] FoZItt, d (Null) k& %t
= SSIDE o] &34 H<0] 71531 HH21S- 7iHE8 915 (Open System Authentication) ©| 2} e},
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802.11b 21&
A357|= 0|8

2457|202 ok
(RC4 ALE)
ID It Challenge-Response

Open System Authentication Closed System Authentication
(NULL SSID AtZ 7ts) (HEEA] 758t SSID AFR)

I I
NULL®I SSID H&o2 Qa8 SSIDE M&5H0]
APO|| & THs

APO| & Tts

28 WEPF|E Sl
AP0l B Jts
(T8 6] A8AL IS AfH[A

SSID ="1234" F
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|=|_J—'|\_0'I *
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[0 7] SSIDE 0|8¢ ALEXL IS

AP 2 FAR7IE QA= SSIDE A7 At 7|23k o= gt} o & 59, 3COM A&
SSID7F ‘1017, Ciscol] A& “Tsunami’ 2 2+ A5 o] Qlth AP= 7|2 02 SSIDE HE &

A
ANAE @eh FARTEE AP o] 7hse Ao o
of A&,

oA EREANAER SSIDE FAlste] AP

I T O

A, d3 7]l 2%
2~ (Challenge—Response) 2ot} o] w12 [T2l 8]3} 20| o] Foj 3},

7|k QA2 FA WAL AP7E gt WEP 715 o] 83t BRiA —g A
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WLAN Card Access Point

Authentication Request

Generate Random

Challenge

E\cr kv [Challenge]
Response

Ever | KEY[(:hallenge]

L Success /Failure | E; KEY[(:hallenge]

O R4 FtE= HEQT H&ES 2l APl QI5S 2Fstict

@ APE Q9ol9| 4ZHChallenge)S M FtEZ MABICY

Q@ RAMU FI=E= LAISH RS XA0| MESHD U= WEP 7|1E 0I25HM Lsstste] A5t ZiResponse)
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&5t ZiResponse)2t H|wst SYstH HI=ES STt

List of allowed MAC addr.
(manually programmed)

Unique MAC addr.(Network Card)
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[O2 9] FMH Ft= MACFA 215

919 271 Q1% W ool FABoIA] ASFIE 91 PE MAC T4 U= (MAC Address
Filtering) o] 1. ] W1& 7419 7h=vh 205 @Y1 MAC F45 Q15] o] §3h 202
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Lt 712y % 2EY

802.11b<] B3t wAYEQ! WEPS 7|U & $18) [OE 1013} 2ol AEZALo]H (Stream Cipher) &

T 431259 RCAE o] §8Th RCA 715 Wt 28710l slgsto] 7] AE- S 78t 7] AE-]
A skt w) ARS-E= 7] gholth WEPS RC4 &), HIW7], & Holel & g steto] &
o2 HlolE7 Al TN frEE v Wes & 5 itk

[02)
<) : Pseudo-random
s Number Generator
RC4 Key
Key Stream b
Plaintext P ————————> @—’ Cipher-text €
[32! 10] RC4 &
ApAs] Argshd, AP9L A FEETE A E B } A= 719 HolEo] A, vloly ¢hEste] AR
% 7] (WEP Key) ] 919245 B At E 712 7] Ho]5-8 7IX] L QlojA Elo] Bl s

715 Zro} E53le| o] g-sity, WEPS TCP/IP (Transm1551on Control Protocol/Internet Protocol),
[PX (Internet Packet Exchange), HTTP (Hyper Text Transfer Protocol) & T4 @ A9 9] & dlo]
Hof| 2]-§-Ht}.

Ct. IEEE802.1x E2t HIF{LIE

SSIDH 37 1% & Azgo] vl WojA) ajoluk, 802.Lxi= 802116 A A%
Al Aoy e A 5 o7 mea) 80210 SRR 722 Aslud (18 1117} 2o
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Supplicant Authenticator System Authentication
System Server System
Supplicant Senvice offered Authenticator | _ | Authentication
PAE By Authenticator's PAE < > S
System [ RADIUS erver
4 ’ % EAP ;
message
Port Unauthorized
t
r 3
N—
d EAP over wireless

(O 1] 802.1x 712

802.1x= Ao} EE (Controlled Port) 2} B]A|o] L E (Uncontrolled Port) 7} 91t AFEA}H(Suppliant) <=
APY BEZ7} 7P o7 Aefst vjAlo] XEE FalA AP Hell A& 1% A1 (Authentication
Server) ol 52 QA stk AR} AISS I:L Al = Ao FEZ = Q1T A ]2 YEYA

Aol e = ik

Aol LEE 150 AFdle Wl /PEe TEO|H. )55 58 AREARE Alo] REE Ball BE
VEY A 2o AE 4= QM) 915 A= RADIUS (Remote Authentication Dial In User Service)
2= AAA (Authentication Authorization Accounting) A/H 7} o]€-5] 11 91 0™, 8k5of|:= Diameter 4|
H 9] o] g-o] oA 31 QlTt,

802.1x%= [T 1219} o] EAPE Aeialo] 158 433}, 802.11b AFLA Q15-S AP7} a1,
8021x EAPOIA = AP7F & 8] AF8AI9) 1% A8 7he] 3] elakeh ajud, AF8 A} Q158 Q1% AH]
7 s,

AREAESL AP, Q1% MY el 42151 HIAIA &= EAP 1125 whok stk ARg-Ake} AP 71 Al
2 EAPOL (EAP over LAN) 3= EAPOW (EAP over Wireless)& A&l 4 @12 EAPOWE AL
&3t} 802.1x= TAIAQL Q15 W& A st A a1 qlom, QlFol| B gk ATk A|lF it
wgpr] ARfETIEE 0] 83t Q15 AMZA (Kerberos), TLS(Transport Layer Security), OTP (One
Time Password) 5 thekst vl 7184 A elslo] ARg-ak 4= o)t}
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Semi-public Network /
Enterprise Edge

Enterprise or ISP Network

EAP over Wireless(EAPOW) EAP over RADIUS
EAP over LAN(EAPOL) = —_ (Smart Card, Kerberos, PKI, OTP)

< >

Supplicant $ Authenticator Authentication Server
¢ (Access Point) (RADIUS)
Non-802.1 ERRiC
[T 12] EAPE 0|85+ 0IE
2. EAP 215 7=
802.1x EAPel| &3l Q150] o] Folx]= 372 [& 13]3} 2t
Supplicant AP Autréegrt\i/gition
Ling Establishment :
Phase .
. Request

(authentication type : Identity, MD-Challenge,
OTP, Ger_1eric Token Card, etc.)

Response
(authentication information)

Success / Failure

eeseccceccce

[T 13] 802.1xE 0|88t 21E

AREA}(Supplicant) 7} MEH T A2 242 a4, AP+ 215 AW ol|A] S48k} o] Abejo| A ARE-AL
= APE 53l 15 A ete] FAalnte] 7hssh, T U EY A ARdoll= HA2E 5 itk ths @l
A Q15 A= 015 S X 51o] ARgAlol|A] 5o Qs JHE Qi) o] Q5 B2 AR
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QAT MEellA AFskar, AT A= AF T2 YRS ATet] ARAE
Sl

A9 AHgA

of. 802.11i 22 HIAHLIE

WEP ¥4] ] 1ok 847 0] WEP7| 9} IV (Initial Vector, 2713k Ato] =7} 2han BoflA] &ej 7l 36
718 AHgeto] b, daElET FAA daElFo] 2 0 F Hake] FHokeitt F-4 LAN Bt ¥F
3} 751 [EEE 802.11ix= o] 2|3k w4135 s dst7] 21l MAC Al5-2lell IEEE 802.1xE 283t 7
)9} Q15 Au|AE Al F8ll5= RSN (Robust Security Network) & AeFsloith RSN thS-3} -2

HOFEAE 7H 3 ek

802.1x 7|dt o1=: ZE7|HFEAN|0(Port—based Access Control)E £8t AFX} QI
HER= M2 Ho

Ol

HlO|E| Z2to|HA| €T 2|&: AES-OCB, TKIP A2
HOF ofAAofo|M 2| X0l 7| MM L 2l oj7LS T} 7|8 Re—Keying) Z2EZS 0|8

St HHU-APZH X 7SSt Cipher Suite HEE welstn AHN

Wi~Fi 2752 [EEE 802.11i 29t 159] 23738} 18 &7 A Al @7 4748 WEA1714] 8t
2} 2003\ 1&7]] IEEE 802.111 Bet #242] U7 7|5 TKIPE F43t oAl &4
WPA (Wi—Fi Protected Access)Z eIt WPAS] 314 7141 TKIPS 7]3&2] WEP RC4 K3k
O] AR AZEY o)A 0 7 s)A5to] T FHES} APel| Sjx|Eto] ARS-EE = QA FOR 7]EL

IEEE 802.11b 1] ¢} 33 7Fs-stth. WPA= @Al WEPS tiAlste] 7=t dloly F24% 4

Ao} 7158 BT 4 TS AR FEOZ T3 2E Fio| au g,

TKIPS S510{ 2fE CIo|e| F24: Hlo|Ee] REHES SAI717] fIotd WPA= TKIP(Temporal
Key Integrity Protocol) XHEYSIRCE. TKIPE Key Mixing, MIC(Message Integrity Check), 744
H IV, Re-Keying HI7{LIE S Zaoich

EAPE 0|88t AIZXt Q15 WPAE= ZE3h AMEX 152 2ot EAP(Extensible
Authentication Protocol)E T&ist UCH EAP= SYRISAMHQ!I RADIUSE 085t ARXt

7t HEXAZO| H&317| Tl ALEXt 215S ettt
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(1) TKIP &t=3t 1t
TKIPE [O2! 14]9} 7o) Key Missing ZF Michael $H+5- o]-g5lo] WEP 915315 7433t} ol
43 3} -8 vpepdict
TKIP = MSDUZ#X| =&, SXX| F4 H[0|EE 0/&5t0{ MIC AlAtstH MSDU Z2f|lofl MIC
= H=olr}
TKIPE MSDU =322 MPDUZ 285ttt TKIP= 2t MPDUO| 71! IVale &gsict &2
MSDU(Message Service Data UnitioilAl 2&E 2= MPDU= #2 48bite| 7
2E S AIZsiTt.
MPDUA| TKIP= Key Mixing &+E 02510 WEP seedE AlAtStCt,
TKIPE WEP seedS WEP IVe} Red Key2 OIZ3ICt WEPS WEP seedS Al 7|9t BEiE
7| ID2! WEP default keyZ O|&S!C}.

Temporal

Ke » Phase 1
TAy > Key mixing

WEP seed(s)
l (represented as
Ph 5 WEP IV ; RC4
ase key
g > Key mixing
MIC Key TKIP Sequence Counter(s)T WEP
. Encapsulation ;
Plaintext Plaintext — fjggcfjr(fg)xt
SA+DA+ Mfa?g+ MPDU(S)
Plaintext MSDU——3»| MIC |25 | Fragment(s) ———p

Data

[O8 14] TKIP 2535t Y

(2) 7| mgt L S|t

802.1x AAFE AA AHEA 1% #go] $5 W RADIUSAH = EAPOL—Key HIAIAE o]&-314
PMKE APel| A3t} APE PMKZH-E] TKIPY] AlA7]5 A48t & PMKE $%.8} st F-4 w2t
o At AP+ 7|8k A, 7] %, PTK Aol 23 W=, WA Q15 MIC =, Sequence
Countere]] thgt g 22 ] stttk
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