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그리고 이 문서에서 사용되는 “최근”이라는 말 들 중에서 일부는 이 문서가 쓰여진 시기를 말하는 
것이므로 혼동하면 안된다. 약간의 주의만 기울이면 본문의 내용 속에서 사용된 각각의 “최근”이라는 
단어가 언제를 말하는지 알 수 있을 것이다.    

 
 

 
 

1. 소개 
 

최근 몇 년 사이에 무선 통신 시장은 엄청나게 성장했다. 무선 기술은 이제 지구 표면의 거의 

모든 위치에 도달하거나 또는 도달할 수 있는 수준에 이르게 되었다. 수억 명의 사람들이 

pager(휴대용 소형 무선 호출기), 휴대폰, 그리고 다른 무선 통신 제품들을 이용해 정보를 

교환하고 있다.  무선 전화 및 메시지 전달 서비스의 성공과 더불어 무선 통신이 개인 및 기업 

전산 영역에 적용되기 시작했다는 것은 놀라울 일도 아니다. 이제 유선 네트워크에만 국한되지 

않고, 무선 통신을 통해 거의 전지구적 규모로 정보에 접근하거나 공유할 수 있게 되었다. 이 

글은 왜 그리고 어디서 무선 네트워크가 사용될 수 있는지에 대한 기본적인 것들과, IEEE 

802.11에 중점을 두고 개발된 몇 가지 프로토콜에 대한 간단한 기술을 제공한다.  

                                            
1 http://www.computer.org/students/looking/summer97/ieee802.htm?SMSESSION=NO 

http://www.computer.org/students/looking/summer97/ieee802.htm?SMSESSION=NO


2. 몇 가지 동기 

 

1970 년대 초기 Xerox 의 Palo Alto Research Center 에서 실시되었던 Ethernet 프로젝트2 의 

성공과 다른 비슷한 디지털 프로토콜들 때문에 LAN(local area network) 대신 기본적인 무선 랜 

기술이 공공 및 개인 부문에서 성공하기 시작했다. 비싸지 않은 연결 하드웨어(여러분들의 

가정집에서 사용되는 것을 생각해보자. 요즘은 무료로 제공되는 것 같다.)를 사용해 빠른 

속도로 작동하는 Ethernet 과 같은 표준 LAN 프로토콜들은 거의 어떤 컴퓨터에도 디지털 

네트워킹을 가져올 수 있게 한다.  

오늘날 모든 규모의 조직들은 디지털 네트워크 상으로 정보에 접근하거나 정보를 공유하는데, 

네트워킹의 파워와 협력적이고 분포적인 컴퓨팅(collaborative, distributed computing)을 이제 

깨닫기 시작하고 있다. 하지만, 최근까지 LAN 은 물리적이고 건물의 배선에 의한 

기본시설(infrastructure)에 국한되어 있었다. 심지어 컴퓨터의 전화 회선을 통한 연결, 네트워크 

노드(node)는 주로 유선을 통한 연결을 통한 네트워크 접근에 제한되어 있었다. 많은 네트워크 

사용자들은, 특히 사업, 의료업, 공장, 그리고 대학교 등에 종사하고 있는 모바일 사용자들은 

무선 랜의 추가된 가능성으로부터 이익을 찾아내고 있다3.  

무선 랜으로부터 얻을 수 있는 주요 동기 및 이익은 증가된 이동성(mobility)이다. 전통적인 

네트워크 연결로부터 속박되지 않은 네트워크 사용자들은 거의 제한 없이 이동할 수 있으며, 

거의 어떤 곳으로부터도 LAN 에 접근할 수 있다. 무선 네트워크 접근의 실제 사용의 예들은 

어플리케이션 디자이너들의 상상력에 의해서만 제한되어 있다. 의료 전문가들은 환자의 각종 

기록뿐만 아니라 실시간으로 vital sign 과 다른 참고 자료들을 각종 종이 챠트 등에 의존하지 

않고 환자 옆에서 구할 수 있다. 공장 노동자들은 비실용적이거나 불가능한 유선 네트워크 

연결 없이도 부품 및 프로세스 설명서에 접근할 수 있다. 실시간 센서를 통한 무선 연결은 

원격의 기술자가 제조 장비의 상태를 진단하고 유지하도록 해주며, 심지어 환경에 적대적인 

                                            
2  R.M. Metcalfe and D.R. Boggs, "Ethernet: Distributed Packet Switching for Local Computer 
Networks," Communications of the Association for Computing Machinery, Vol. 19, pp. 395-404, July 

1976 참고. 

 
원문은 http://www.acm.org/classics/apr96/에서 볼 수 있다.  

요약문은 http://paul.rutgers.edu/cs545/S02/presentations/Ethernet.ppt을 참고하라. 

 
3 L. Goldberg, "Wireless LANs: Mobile Computing's Second Wave," Electronic Design, 26 June 1995 
참고. 

http://www.acm.org/classics/apr96/
http://paul.rutgers.edu/cs545/S02/presentations/Ethernet.ppt


공장 바닥에 있는 장비도 마찬가지다. –  중략 -(원문에는 몇 가지가 더 나열되어 있다) 무선 

랜을 통한 가능성의 목록은 거의 끝이 없다. 

증가된 이동성에 덫 붙여, 무선 랜은 증가된 효율성을 제공한다. 다시 말하지만 상상력은 

제한시키는 한정요소이다. 사람은 직원들이 미래의 디자인 계획들과 제품들을 공유하고 

토론하기 위해 작은 컴퓨터들이나 무선 링크를 사용하는 모임을 어려움 없이 쉽게 시각화할 수 

있다. 이 “ ad-hoc” 4  네트워크는 회원 테이블 그리고/또는 전세계적으로 필요할 때는 아주 

짧은 시간 내에 멈추거나 해체될 수 있다. 월 스트리트의 거래자들은 거래를 하기 위해 무선 

터미널을 사용할 수 있으며, 일부 대학교들은 캠퍼스 어느 곳에서도 강의를 위한 자료들에 

접근할 수 있도록 하고 있다.     

가끔 무선 랜을 사용하는 것이 더 경제적일 수 있다. 예를 들어, 오래된 건물에서 유선 랜을 

설치하기 위해 하는 석면 제거 작업 비용은 무선 랜 솔루션을 설치하는 비용을 더 초과할 수 

있다. 공장 바닥과 같은 다른 상황에서는 전통적인 유선 랜을 실행하는 것이 가능하지 않을 수 

있다. 무선 랜은 비싼 전선 배열이나 다시 전선 배열을 하는 것을 위한 필요 없이 유선 랜의 

연결성 및 편의성을 제공할 수 있다.   

 

3. Mobile IP 

Mobile IP 5는 무선 네트워킹을 성취하기 위한 수단으로써 제안되었다. Mobile IP는 Internet 

Protocol (IP version 46)의 현재 버전과 작동하는 Network Layer에 그것의 주의를 기울이고 

있다. 이 프로토콜에서, 모바일 머신의 IP 주소는 홈 네트워크에서 외부 네트워크로 이동할 때 

변하지 않는다. 모바일 노드(mobile node)와 네트워크의 나머지 사이에 연결을 유지하기 위해 

포워딩 루틴(forwarding routine)7이 구현된다. 

                                            
4 802.11 무선 네트워크는 두 가지 모드 ad-hoc 또는 infrastructure mode로 작동한다. IEEE 표준은 ad-hoc 
mode를 Independent Basic Service Set (IBSS)로 정의하고, infrastructure mode를 Basic Service Set(BSS)로 
정의하고 있다. 여기에 대한 자세한 설명은 William A. Arbaugh 외 2명, “ Your 802.11 Wireless 

Network has No Clothes” (http://www.cs.umd.edu/~waa/wireless.pdf)을 참고하길 바란다. 와우 

멤버들은 각주에 나오는 논문이나 참고문헌을 반드시 읽어 숙지하길 바란다. 

  
5 C. Perkins, "IP Mobility Support," RFC 2002, October 1996 (http://www. faqs.org/rfcs/rfc2002.html) 

 
6 http://www.faqs.org/rfcs/rfc1812.html 
7 http://www.faqs.org/rfcs/rfc823.html, “ 3.2  IP Header Checks” 부분을 참고하길 바란다.  
 

http://www.cs.umd.edu/~waa/wireless.pdf
http://www. faqs.org/rfcs/rfc2002.html
http://www.faqs.org/rfcs/rfc1812.html
http://www.faqs.org/rfcs/rfc823.html


물리적 세계에서 어떤 사람이 이사를 할 때, 이사하는 사람은 그들이 이사한 곳의 우체국으로 

메일이 포워딩 되도록 기존의 우체국이 알게 한다. 그 사람이 그의 새 거주지에 도착하면 그는 

새로운 우체국에 등록한다. 이것은 Mobile IP에서도 마찬가지다. 모바일 에이전트(mobile 

agent)가 그것의 홈 네트워크로부터 외부 네트워크로 이동할 때 모바일 에이전트는 홈 

네트워크상에 있는 홈 에이전트에게 외부의 어느 에이전트로 패킷이 포워딩 되어야 하는지 

말해준다. 덫 붙여, 모바일 에이전트는 외부 네트워크상에 있는 외부 에이전트로 그 자체를 

등록시킨다. 그래서, 모바일 에이전트로 가게 되어 있는 모든 패킷은 외부 네트워크상에 있는 

모바일 에이전트로 패킷을 보내는 외부 에이전트로 홈 에이전트에 의해 포워딩 된다. 모바일 

에이전트가 그것의 원래 네트워크로 리턴할 때, 그것은 양 에이전트(홈 및 외부)에게 원래의 

설정이 복원되었다는 것을 알려준다. 외부 네트워크에 있는 사람은 모바일 에이전트가 

이동했다는 것을 알 필요는 없다.  

이 설정은 제대로 작동은 하지만 몇 가지 단점을 가지고 있다. 모바일 에이전트가 얼마나 멀리 

이동하는가에 따라 패킷을 저장하거나 포워딩 할 필요가 있을지도 모른다. 덫 붙여, Mobile 

IP는 IPv4에만 작동하고, 좀더 새로운 IPv6의 기능을 활용하지 않는다(최근 이 부분에서 변경된 

내용들이 있다. 이 글이 쓰여진 시기와 차이가 나는 셈이다.)8.  

 

4. IEEE 802.11 아키텍처 

무선 랜을 위한 IEEE가 제안한 표준(IEEE 802.11)에서 네트워크를 설정하는 두 가지 다른 

방법이 있다. 하나는 ad-hoc이며, 다른 하나는 infrastructure이다. ad-hoc 네트워크에서 

컴퓨터들은 네트워크를 형성하기 다음 그림과 같은 구조로 되어 있다. 

 

 

 

                                            
8 이 글이 쓰여진 때와 지금 이 글을 읽고 내가 작성하는 시기랑 차이가 날 수 있다. Mobile IP가 RFC 
2002를 기반으로 하고 있지만 최근 IPv6을 기반으로 한 연구가 활발하다.   



그림에서 보듯이 네트워크에 아무런 구조가 없으며, 고정된 포인트도 없다. 그리고 일반적으로 

모든 node는 다른 모든 노드와 통신할 수 있다. 이것의 좋은 예가 앞에서 언급했던 것처럼 

재정 정보를 공유하고 통신하기 위해 노트북을 직원들이 함께 가지고 온 회의이다. 이런 

타입의 네트워크에서 질서를 유지하는 것이 어려운 것처럼 보이기도 하지만 대변인 선거 

알고리즘(SEA, spokesman election algorithm)9과 같은 알고리즘은 다른 것들은 slave로 되어 

있는 네트워크의 base station(master)로서 하나의 머신을 “ 선택” 하기 위해 디자인 되었다. 

ad-hoc 네트워크 아키텍처에서 또 다른 하나의 알고리즘은 누가 누구인지를 확인하기 위해 

모든 다른 노드에 대해 broadcast 및 flooding 방법을 사용한다.  

 

무선 랜에서 사용되는 두 번째 형태의 네트워크 구조는 infrastructure이다. 그림으로 나타내면 

다음과 같다. 

 

이 아키텍처는 모바일 노드들이 통신할 수 있는 고정된 네트워크 접근 포인트(access point)를 

사용한다. 이 네트워크 접근 포인트들은 다른 유선 노드(wired node)로 무선 노드를 

연결함으로써 랜의 가능성을 확장하기 위해 육로 선(landline)에 가끔 연결되기도 한다. 만약 

서비스 지역이 중복되면 handoff 가 발생할 수도 있다. 이 구조는 전세계의 현재 cell 방식의 

네트워크(cellular network)와 아주 비슷하다.  

 

5. IEEE 802.11 Layer  

IEEE 802.11 표준은 네트워크의 물리적(PHY) 및 중개 접근 통제(MAC, medium access 

                                            
9  K. Chen, "Medium Access Control of Wireless LANs for Mobile Computing," IEEE Network, 

September / October 1994. 



control) 층(layer)의 파라미터에 대한 설명서를 제시했다. 각 노드 사이에 데이터의 전송을 

실제로 통제하는 PHY 층은 direct sequence spread spectrum10, frequency-hopping spread 

spectrum11나 infrared (IR) pulse position modulation 12  중의 하나를 사용할 수 있다. IEEE 

802.11은 1 Mbps 또는 2 Mbps의 데이터 비율로 규정을 정하고 있으며, 2.4 - 2.4835 GHz 

frequency band(spread -spectrum transmission의 경우)로 작동하기를 요구하며, 그런데 

그것은 산업, 과학, 그리고 의학(ISM) 어플리케이션에 대해서는 라이센스가 나 있지 않은 

band이며, IR transmission에 대해서는 300 - 428,000 GHz의 band를 요구한다. Infrared는 

일반적으로 엿듣기에 대해 더 안전한 것으로 간주되고 있다. 왜냐하면 IR transmission는 

절대적인 line-of-sight 링크(연결된 공간 외부에서는 어떤 전송도 가능하지 않음)를 요구하기 

때문이며, 이것은 자신도 모르게 제 삼자에 의해 가로채지거나 벽을 침투할 수 있는 무선 

주파수 전송(radio frequency transmission)과는 반대된다. 하지만 적외선 전송(infrared 

transmission)은 역으로 햇빛에 의해 영향을 받을 수 있으며13 , 802.11의 spread-spectrum 

프로토콜은 전형적인 데이터 전송의 몇 가지 기본적인 보안을 제공한다. 

 

MAC layer는 공유된 매체(shared medium)의 사용에서 질서를 유지하는데 책임이 있는 한 

세트의 프로토콜이다. 802.11 표준은 충돌을 피하기 위한(CSMA/CA) 프로토콜을 가진 carrier 

sense multiple access를 지정하고 있다. 이 프로토콜에서, 한 노드가 전송될 패킷을 받을 때 

먼저 다른 노드가 전송을 하고 있지는 않은지 확인하기 위해 먼저 listen 한다. 만약 그 채널이 

비어 있으면 노드는 패킷을 전송한다. 만약 그렇지 않다면 그 노드는 패킷을 전송하는 것이 

허용될 때까지 노드가 기다려야 하는 시간의 양을 결정하는 무작위 “ backoff factor” 14를 

선택한다. 채널이 비는 기간 동안 전송을 하고 있는 노드는 그것의 backoff 수를 

줄인다.(채널이 패킷을 전달하는 것 때문에 바쁠 때는 backoff 수를 줄이지 않는다.) backoff 

수가 0에 도달할 때 그 노드는 패킷을 전송한다. 두 개의 노드가 같은 backoff factor를 선택할 

개연성은 적기 때문에 패킷 사이의 충돌은 최소화된다. Ethernet에서 적용된 것처럼 충돌 

탐지는 IEEE 802.11의 무선 주파수 전송을 위해 사용될 수 없다. 이것의 이유는 한 노드가 

                                            
10 http://www.maxim-ic.com/appnotes.cfm/appnote_number/1890 참고 
11 http://www.alvarion.com/RunTime/Materials/PDFFiles/FHvsDS-ver7.pdf 참고 

12 http://www.ucop.edu/research/micro/96_97/96_001.pdf 참고 
13 T.S. Rappaport, private communication, June 1997. 
14 http://www.statslab.cam.ac.uk/~frank/PAPERS/nptcdras.html 참고 

http://www.maxim-ic.com/appnotes.cfm/appnote_number/1890
http://www.alvarion.com/RunTime/Materials/PDFFiles/FHvsDS-ver7.pdf
http://www.ucop.edu/research/micro/96_97/96_001.pdf
http://www.statslab.cam.ac.uk/~frank/PAPERS/nptcdras.html


전송을 할 때 전송하고 있을지도 모르는 시스템의 다른 어떤 노드를 들을 수 없기 때문이다. 

 

패킷이 전송되고자 할 때마다 전송을 하는 노드는 먼저 패킷의 길이에 대한 정보를 포함하고 

있는 짧은 RTS(ready-to-send) 패킷을 보낸다. 만약 패킷을 받는 노드가 RTS를 들으면 짧은 

CTS(clear-to-send) 패킷으로 응답한다. 이 패킷 교환 이후 전송측 노드는 그것의 패킷을 

보낸다. CRC(cyclic redundancy check) 15 에 의해 결정된 것처럼 그 패킷이 성공적으로 

받아지면 수신하는 노드는 ACK(acknowledgment) 패킷을 전송한다. 이 전후 상호 교환은 다음 

그림에서 제시되어 있듯 “ hidden node”  문제를 피하는데 필요하다.  

 

 

위의 그림에서 보듯이 노드 A 는 노드 B 와 통신하고, 노드 B 는 노드 C 와 통신할 수 있다. 

하지만, 노드 A 는 노드 C 와는 통신할 수 없다. 그래서, 예를 들어, 비록 노드 A 가 채널이 

비었다는 것을 감지한다 해도 노드 C 는 사실 노드 B 로 전송한다. 위에서 기술된 프로토콜은 

노드 B 가 바쁘다는 것을 노드 A 에게 경고를 보내며, 그래서 그것은 패킷을 보내기 전에 

기다려야 한다.  

                                            
15 http://www2.rad.com/networks/1994/err_con/crc.htm 참고 

http://www2.rad.com/networks/1994/err_con/crc.htm


6. 결론 

IEEE 802.11은 IEEE 표준 조직에 의해 하나의 표준으로 채택되어 가고 있는 과정에 있다. 비록 

802.11 이 무선 데이터 전송을 위해 신뢰할 수 있는 수단을 제공하고 있지만, 그것에 대한 몇 

가지 발전이 제시되어 왔다. 예를 들어, Virginia Tech 에서 802.11 네트워크 파라미터가 

동적으로 조정될 수 있는 방법에 대한 연구가 이루어지고 있다. 이것에 대해서는 B.E. Mullins 

등이 쓴 “ A Wireless Local Area Network Protocol That Improves Throughput Via Adaptive 

Control” 16와 다른 문서17를 참고하자.  

 

 

                                            
16 B.E. Mullins, N.J. Davis IV, and S.F. Midkiff, "A Wireless Local Area Network Protocol That Improves 
Throughput Via Adaptive Control," Proceedings of the IEEE International Conference on Communications, pp. 
1427-1431, June 1997. 
 
17 B.E. Mullins, N.J. Davis IV, and S.F. Midkiff, "An Adaptive Wireless Local Area Network Protocol That 
Improves Throughput Via Adaptive Control of Direct Sequence Spread Spectrum Parameters, to appear in 
ACM Mobile Computing and Communication Review, Vol. 1, No. 3, 1997. 


