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EMLAN EOt CHzH
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TAAS THU FF wlet o

5ot

Zol| A= 802.1X9] Hek
O 2 AEsitt

I %
2 WAPS] =<}

2. 8021x HL

IEEE 802.1x+= FA @S 54 0 2 7jdhe]x] okokx|uk FA@ 4
§o] 7Fsst el = Biskar glok [EEE 802.1x& 71 802.3 #]H]
oiol & WAl E FH-3laM % Hoh3 (Point—to—Point) 3419
AAE #Hska ek =3 % 2o 2 A% wjAE ARESHA
gh AHAERIE (AP) 9 275 Aget 7S] RE EE AL
L3t} vhA] §70S] A9 RESLE e Jldolt). &, 7 &
- ASAE S 215 (Controlled) 3 B] 9135 (Uncontrolled)
FHE g olste] MAAERJE HZE Aojgieh. (Monthly ARo]
B A7 783 )
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Authentication

Supplicant Authenti
S uthenticator System T
Supplicant . offered Authenticator | | Authentication
PAE By Authenticator's PAE < > S
System RADIUS SIe]
7Y 7 EAP
message
Port Unauthorized
t
rFs
J EAP over wireless 3

Local Area Network(IEEE802.11)

[O2! 1] IEEE 802.1x8] &

[12 113} Zo] IEEE 802.1x ﬁLZﬂﬁ% AF2-A}F(Supplicant), 21%5AF(Authenticator), 215 A H
(Authentication Server) 5 3 72 WA= A5tk AREAFH(Supplicant) = Q15A7F 8 Feh= Q15
ARE QH vky AR} A éi(User Credential) = A&},

AFAR= AR A Q15 YRS 7ok, A v Q5 R E <l
= AREARE] A R E AHE et QIS Ao et R EE QIS
o} 15 AH = RIS AHIAE AlFshes HAZA AREAL A YR E AR FEIE 7 2 Qi) Q)
el =23 02 QA J3o] BeHAul Z2iogE

802.1x THAE AREAL, 15, Q15 AH 7] AR A1 QIF HAUSS g8kl 3l.om, ARg-ARe) Q1
SAL ALl M= B 71 Q1% 2 EF (Extensible Authentication Protocol, o3} EAP)& MAC
Al oM ARE-ST

3. IEEE 802.1x B9t FHoMg

EAP-MD59] X2 &2 CHAP(Challenge Handshake Authentication Protocol) S EAPoA] 7813k
Ao F [O7 219} 2t} EAP-MD5+ A H7}F 8 $Al8HH Sefol A EE ARG} A9 =9 MD5S
3|4 g ol 8ot SREE AT A= FAIS doh Aol A AR A} S|AYEE o]
L31o] SHEE A T So|AET A5 SHET ]Ls}oﬂ Sl

EAP-MDb6= &4 423715 A4 2 o §lo 22 WEP U2 31E x| @AY, d=ste 4-7ol= 4
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HL
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bl
12
0

=
T

2 WEP 71 AHg-8bck, meb] [EEE 802.1x 7120 24517 b elold 48 4 9l wE )
o) 23 3ol FF5 3l

IEEES02.1x°lA EAP-MD5E: 0|48 3% 7}5-3t 342 th2-3 2t}

7. =Rl HREE-TA ZZi(Off-line Brute—Force Attack)

(112! 2]9} Zo] ‘EAP-Request/Identity’ A Al tht -5 WIAIA|Q] ‘EAP-Response/Identity’ +
AREAL IDE AFsith mebs F4R= T4 7S B3 ARAF DE E5E 5 QT ARSARE
(D)2} o] A7}t A 3 =3k (CHN: Challenge Number), HI'dH & (PWA:password) & MD5 &
2 3413k A48 EAP—Response® 5418}

RESpy = HashMD5(EAP Identifier!| PW, IICHN) —— (1)

AR o] WIAAIE =8 RESpydhe €& 4 AUk $242hs EAP 97 94]9] 591 EAP ID
AA =T 5 vk FARR ARSA A MDA PW,LE & < Utk 284 3447 PWa #t
T4 RESpyat& ARTeto] 2153 RESpyt A4 RESpygko] A8t ARl PWy ot 34
A7} F53 PWye QA3 MD5 &47F @S A d2 5447} 253 RESp 7} At
RESpy 9] gho] A o ARgALS] PWpst AA7E 53 PWy 7k QASHA] b= B9 E4 S

2 719 09l 71t}

A MD =3} 22 MD5 4ale|s BFEZA 342 82 oAt A =9 75 137 o] 27

o) 7Fsha, FEA, £2A, 547410 S S 82 o]5te] ALY T oF 13 Jrert 20tk

o it of
\»

Supplicant Authenticator Authenticaton Server

EAPOL
RADIUS

EAPOL-Start

EAPOL-Request / Identity
—

EAP-Response / Identity
s YA LV
RADIUS-Access-Request

RADIUS-Access-Challenge
—_—
EAP-Request / MD5-Challenge
-—_—

_ 5
RADIUS-Access-Request

RADIUS-Access-Accept(EAP-Success)
EAP-Success —]

EAPOL- LogOff

(2! 2] EAP—MD5 MIAUZ
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ton

Lt St 34 H 2l2lst 3

EAP-MD59] Q15 L2 EZ-E Pk TS Al g8 Eethe &3] itk &, AH e ARARE <l
AR AR RFE AW E Q5akA] Seth weka] 32827 TaE 152 S o] gste] Sk
34 (Man—in—the Middle Attack) @} €213} (Impersonation) 345 & = At}

SR 34 AR QIF Azt EZTE FtelA 712 AE WAt F3 348 Edg S
7t2 A= Aol F 238k 371 915 (Open Authentication) E=ollA 5L st ESSIDE ARE-81= 18
] AP7F EAE 75 AREAR= Ak o] o] U APE A&t} mebA 342 718 (Rogue)
APE o] &3l T 3 A4S A E8th AME A= 342 APE ARlo] & aljof & APE 27tsle] A&
811l EAP-MD5 22 EZ9| Q15 xS A3 gt} 3 47= A}ilo] A8 APEHH HAFE= o]
B S AA AREAPE A& sllof sz APE &3t HF 4 02 AA| APRHE 5 A3 HAIAE &
T UE T tigh A sk o FARRE ARl A| Q1% Ao HAIARE st o2 gt
2072 FAA=E ARSAL D9} A EE B2 = A Y EY T H2e sk 284 53t

b 3AE Ao E & a7t Yl T ATk AREARe} 3 AR FA 87 2 Alo] 7} Qlofok sk, &
AZAZFMEY A A Ashs 530 sirlgts A A= Q5= A8l AN Eshe 497 Bk wet
A FARRE 1T AR E WA AU S ARk Stk

9918t $HE S04 Fol uj3) BUH O Pse] & .
w o) 82 AHEARZIE] HolEl 313t0] A4 DSk sl =2 A fehs Zloluk,

l'l

OE

-

[m

f. U2 ZZ(Replay Attack)

FAARE A 77 ER S 7HEA AREAL DS EAP ID, A Wik MD5 533k AR S = vE
<t ARdo] A EH AR AH o] H&ste TS ARt 44 d5S Fl3 EAP-
Response/Identity MIAAE A¥akaL, A ¥7t AEsk= EAP—Request/MD5 ™A k& AFd oA 2
At} wkek AR 9] dlolEl 9} AX|sh= do|El7F EAEh, AR YA|3h= HlolHE A3 Q)
T A EE sto] Aol &3ttt

at, MH|AALZ2(DoS)
Al A% B2 FAATE dholuh WE A0 AHE TR RS SHete] ALSATE AL AL
§8 5 970 Btk BAP Z2EZO] A4S ol §3HA AMAARZAL & 5 STk AEARE AT
45 0153 7] 94 EAP W8 A Ze] 44 el eIk AP WA 8 7158
AFSA) skt webd $ARH APZ S143ke] EAP 45 WA S AHg Al A A4510] AH2 of
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-5 el & 4= Qo

AR A= B4l A1 &/ZEE A EAP-Logoff 2 EAP—Start #IA| A2 Aw|ol] A5t} 22421= ALeA}
2 71gsto] EAP-Logoff & EAP—Start HIA| A S APol| M50 An|A o] 8-S W& sit). EAP 97!
o] IDFZ L SHIEES AHE-3lo] AP} B0 AAs 4= 9l AL 2557)0]th EAP 3-8 2R= AP
25571 ool A 23 W7 S AEsle] AR AP A4S v gt}

4. WPA HH

=

Hel & y2]E9l WEPS %7|%k(nitial Vector), 7] 2E™ AANE, 7|32 W2 744 F o4
A2 ek H2 802.11 WG 152 Wi—Fi Protected Access (WPA)2R= HoF L2 &35 Aok
T2 EFL WEPY Hek FHoFd S Halsith, WPAE 7] AAHE: A & 7] RS 98 7]
Al g MICQ} 802.1X 7|4k 71¢e] W& AHE-gtt). T2y WPATE APS} Wdttol AP o] 313
715 AHEEOE AL 34 Fol| Foksith. WPAS] FH el d o o<} 2t

e

ol ot d
Y 3R ot ex
N

.
3

7t. WPA2| 2A|7|(Temporal Key) a4 F2tA

[O2! 31> WPA 9% 3HTKIP; Temporal Key Integrity Protocol) Zgo]tt. 7] a5 gl 168[0] E
9] AA]7](Temporal Key), 64}°]E $A12} =4 (Transmitter Address) £} 48H]1E %7]3k (Initial
Vector) 5 &34, 168H] E RC47|7}F &L} 480 E 27]3k2 Al A2 7R E 2 52381 o Afo]
Fo] A F7ksith 16vk0] E RCA7|= WEP Z#| ol AF-E™ 17] siZlnic}t AR Perpacket

Temporal Key =

Transmitter Address —  Key Mixing RC4KEY
48-bit [V —
Counter
Ciphertext
WEP —

Plaintext
MIC Key = |

Transmitter Address =
Receiver Address —

MIC —| [ ——r

[O8 3] TKIP ¥=3t 2ty
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Key< A gt} 2713k 7R & X372 (Replay Attack) BAIE S8l ARS-EH, 2158 741
Z71%k 77 o) el FAlsh Hi7] 27|gkR ot 2o d H71 S 7] stk MICE HAIA] A4 B
S ) ARg-ETh (O3 313 o] MICS] =S MICT|, SAIAF W F=A12F 4, vA]#] 5ol &8
MIC—TagE A%t wA| x| o]t}

o3l et

rlo

1) 7] £&Key Mixing) &4

TKIP(Temporal Key Integrity Protocol)< 9A17] 3151 (Temporal Key Hash)2kar 4 2] 7] &3 3¢
T5 ARSI (O 419 2ol 7] £3F 9 JEES dA7I(TK), $41AF 4 (Transmitter
Address), 48 HIE 7|3t (IV)o]™, 83t 1284 E WEP 7]o|t}. 1280 EC] WEPY| 5 24H|Ex=
Z7)1Zro 2 e Frdt) 4881 E2] 27)%k = LS(Least Significant) 16 B]EZ V16, 32 MSB (Most
Significant Bit) & IV322} sttt 7] &3 s o}l 9} 22 29A| = g okst <+ qlrt.

P1K=Phasel(TK, TA, 1IV32) (1))
RC4Key=Phase2(P1K, TK, IV16) (2EtA)

19AE 2° sjZlobet s ey, IEE2 $AAF 9 S F4, [V320]H, 29 & PIKEA
2eA19 gt o= ARgEL) 29 = PIK, TK, [V16S Y802 ob £33 128 H|ES] WEP 7|
Itk TK 8H]E Hlo] E9] w4 [0.15]]th. S ¥kAE= v Fprolm] 160 EL] 934 16H|E &
olth.

o

L)

2) LAI7| dli+ 3A

FAARE 22 VoA AlAkst A4 H|EQ] RC4 715 & itk 733t 7 ollA] 34 #= €A
TK (Temporal Key) & AATEE 4= 9lo] 718 B53}st 5 Qi) o] $4& 229 w3l oAlo] 93
BATE 71X 1 Qo) & F=317] YaliA 7184 O 2 Phase2E S} PIK #k2 1V32

T HL-= R %
Wor R S5 TR L7E A=A < 3tk

= N
lo
5

7FRsE7] Holl= W stebx

Lt. WPA-PSK<e| F 2t

WPACIA 802.1x7} o] €5 A &= 3lof|4+= PMK (Pairwise Master Key) th4l PSK (Pre—Shared
Key) & 0|8}, PSKi= 256 W] Eo| ALt 8~63 v ER 0] F017 A9 = (Passphrase) 0]t} 7 &
2 218 MAC F49F A3k PSKE 711 Qlojof sfu} ESSE 913 afte] PSKuks All3afaL
Atk 256H| EL] PSK+= ofefj 9} 2o] PMKE ©]8-8 = 3it}.

PMK = PBKDF2(passphrase{PSK), ssid, ssidLength, 4096, 256)
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SMLAN HOt Fof

PBKDF2+= PKCS #5 v2.0: Password—based Cryptography StandardellA 7<% 7] {1 W o]k
PBKDF2& A9 5, SSID, 18] 31 SSID Aol& Aget AEHE 256 HIEE A4317] 913 40969
48tk PTK (Pairwise Transient Key) & 7Hdd53roll PMK, 74 @, APS] MAC 574, &2
AP7} A & AFste] e

1) LHE: PSK 3ZA(Intra—PSK Attack)

[0 4= EAPOL HIAIAIE 0] 83t 4] 7| w3t TR EZS Yepditt 7] w8t T2 EFS 0|83 A
2 (Associate) = P18l1A] 4 @@} APE= Ate] MAC 4, drE S8t mebs 3472k=
ZY s 7k PTKE A S 7 itk 3427 ZH Y 7F2 A A] Zgvhd 74 didol Al ¢4
A7 (Disassociate) FIAAE AEsch 74 @do] AP H&S B2 & 3472 &S 4] 7]
g} LI EFS o]g3lo] AP}t 914 (Associate) 3.

L
o
Al

4-Way Handshake : Pairwise Transient Key ([ PMK from AS after 802.1X_)

K «/
< ))) Station Access Point -y

EAPOL-EAP Packet / Success
241 1 EAP-Success ap 241 - EAP-Success

&%} : SNonce 44
A} ANonce M4

241+ Pairwise Message 1 241 : Pairwise Message 1

S5 PTK ZIAL MIC Al
241 : Pairwise Message 2 M2 : EAPOL-Key(SNonce, MIC, RSNIE) 241 : Pairwise Message 2

S2: PTK AI&E MIC 7t

M3 : EAPOL-Key(ANonce, RSC, MIC, RSNIE — l
—’.EM * Pairwise Message 3 cy(ANonce . ) 34 : Pairwise Message 3
@ 2 I S5 Pairwise?| A%, MIC A4t
M4 : EAPOL-Key(MI
Bl 24 : Pairwise Message 4 LS LY =] : Pairwise Message 4
a4 I il
SZ: Pairwise?| M3 )

[O2! 4] PTK 44 S 9IeH 4THA EM 0|2

2) 2zatel PSK 2Z(Offline PSK Dictionary Attack)

HAEE G oF 25 HIESY] B ZLE 71 Itk I8 EE n Hpo|ES ALt
25n+128]E9] Hoks 747 7)o 5% BAE 7 AL Jlo] A=l Heb sk s wh
2hA ZE oo AR EE Fl AAE 715 AR A0l Feksith 2070l E m]Rke] AololA

T8 71 A A4S 78 Qlek 49 71 wsk 299 sk S 218l PTKE ARS-Sit) ot
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2b TAAE Sl thet emelel A BAS A 5 glom] eAE vne] A A
SATHAPECIA 20 Aealol B34S NEE 4 9Ick 0] 32 WEP 3226k 47 292 % ek

a
(i

O

FUOR dolES SAlsHE FAUS FAU 29 T 54 73 o] ol ) 34
o 1e257) Ao @A) 48 P4 0ot 7]&2 ) Lelx) WEPS RC4 22l o) ek, RC4
Sae|ZE IV 9 BE AF, 7IAERS) Bl SO QI3 Ago] Ak mebd B Rek HaE
s WPAZH: 7)) tloko.2 AR 51 ek, T2tk WPA-PSK7} & o)) sl =2 4
A7t 7158 WolE] ZeeS he Aol ALATE 7] Sobd 5= 9Ik

o

jz ﬂJ
=

of

EES I WPAEE} o 2483 4% duFEA COMP ¢aEEE 718 daas

A= RSN Bel 125 Al Folvt. 1211 RSN Heke 8714Q) #A oA s dargls A
DES FuYo] HAog %Ld &t 3k §lrk RSN Bk A TS Fal A2 5 Qlo A8
§].oﬂ1_ /E}%]—‘} ;\]olo] S 051 74 og 01]__5]1:}

o[l SoM= 8 A Bl )=o) Hopdol thel] ZoF Bokom U of= v To R FAU B
ki o] T A A 11‘:%% I &

qned
S WPA Eot siMTIE [T 2|ZE], St=7|&72i4, 2004.10

Z

£ LAN 2Ot H=32|A
EM LAN 20t 7|&, YHEstst
B EEE 802112 ZaI02 & 24 LAN HI0|Z, Mgt 2003.
HEZ AMEXIE 2t M LAN 7|82z, 4ot 1996,

(@ 802.11 Wireless Networks: The Definitive Guide, O’ Reilly, 2002,
Wireless LANs, SAMS, 2001,

B 24 LAN F49 ZHid 41 71&, Ohm, 2002,

@ IEEE Std 802.11, Standards for Local and Metropolitan Area Network: Wireless Lan Medium
Access Control (MAC) and Physical Layer (PHY) Specifications, 1999

Airsnort, airsnort.shmoo.com
Vebjorn Moen, Havard Raddum, Kjell J,Hole: Weakness in the Temporal Key Hash of WPA,

Weakness in Passphrase Choice in WPA Interface: http://wifinetnes.com/archives
/002452.html

the net, 2005.3.
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